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sources, including cybercriminal communities, threat actor forums, hidden chat groups, underground 
marketplaces, TOR onion sites, and more. After collecting massive quantities of threat intelligence,  
the module analyzes the data and correlates them with the customer’s digital assets to detect  
relevant threats and risks.

Module Description Entitlements

fundamentals
Asset Discovery Engine

Alerts Center

Number of regular users

Number of Threat Hunting users seats

intelligence alerts for one company, subsidiary, or brand separately)

Out-of-the-box integrations

Customer Success Manager cadence

Support SLA

Included

Included
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1

Yearly

Direct Premium

Deep and Dark Web  
Monitoring Module

Credentials & Account Takeover monitoring & alerting

Open, deep and darkweb sources collection & search engine

Data leakage & fraud detection using pre-supported use cases  
(for credit cards, emails, source code and more)

Custom Threat Hunting rules 

Targeted intelligence manual threat hunting for data leakage,  
fraud and attackware (Cyberint Analyst)

Included

Included

Included 
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INFINITY EXTERNAL RISK MANAGEMENT
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Module Description Entitlements
Global Threat Intelligence Global cyber news and ransomware watch

Cyberint research threat intelligence reports

Global Intelligence Knowledgebase (Threat Actors, Malware, CVE)

IoC searches and browser extension

Included

Included

Preview

Included

Automated Intelligence Collection & Analysis
Cyberint, a Check Point company, conducts real-time monitoring of thousands of threat sources in  
the open, deep, and dark web, enabling the collection and addition of millions of intelligence indicators 

Raw intelligence items are automatically correlated with the organization’s assets (IPs, domains, 

Using proprietary machine learning algorithms, this raw intelligence is prioritized according to  
potential risk and impact, allowing rapid, smart and cost-effective analysis.

Automatic and semi-automatic analysis engines generate actionable intelligence alerts which are  
 

and more, allowing the organization to take effective action.

• Phishing

• Malware campaigns and other attackware

• Data (documents, source code,  
credentials) leakage 

• Brand Abuse

• VIP protection

• Fraudulent activity 

• others
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Licensing Details
These licensing instructions are related to the Infinity ERM packages: Essentials, Advanced, Complete, Elite.

Licensing Instructions

Dark Web Monitoring
Module

This licensing instructions are related to Dark Web Protection Module

The main licensing dimension is the number of Threat Intelligence Assets. Assets are: Brand, Domain, Social 
Medial Account, Keyword, VIP name, and more. The assets are correlated with the data aggregated through 
continuous intelligence collection across the open, deep, and dark web to identify threats, data leakage, fraud and 
more.

Select the number of assets needed based on the customer’s needs. Additional assets can be procured as 
add-on.

The standalone Dark Web Monitoring module doesn't include managed services. If required, the Complete and 
Elite packages include managed services.

Monthly licensing is not available.
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The following table displays the number of External Assets and Threat Intelligence Assets that come at 
eachpricinginterval. Additional External Assets and/or Threat Intelligence Assets can be procured as an 
add-on, if needed.

ASM assets

TI assets

200 500 1,000 2,000 5,000 10,000 25,000 50,000 100,000 200,000 350,000

30 50 100 150 200 300 400 500 600 800 1,000


